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ABSTRACT

Context. Computing systems are implemented in many industries and economies of the modern world. The quality indicators of
the systems in which they are used depend on the reliability of their work. The reliability of a computing system consists of the
reliability of the construction and functioning of its elements. It is not always possible to ensure reliability in the design by choosing
a high-quality element base, structural redundancy, or other well-known methods. Therefore, important and critical elements of
computing systems are protected by built-in control schemes. They allow you to detect errors that occur when performing basic data
operations. An effective way of constructing such circuits is to use actions on the remainder of the division of the operands by a
selected module or by several modules (modular coding). Especially the task of choosing the most accurate and least redundant
means of control is relevant for a wide range of basic elements of modern computing systems.

Objective. The aim of the work is research and development of recommendations on the use of modular coding to improve the
reliability of the functioning of elements of modern computing systems in various hardware and software basis.

Methods. A method for numerical control of the correctness of performing basic arithmetic and logical operations by computing
devices is selected and analyzed. On its basis, a schematic model of a computing system was built and verified in the MatLab
Simulink environment, which uses modular coding as a means of ensuring the reliability of the functioning of elements. The analysis
of the probabilistic characteristics of decision-making is carried out, estimates of the probability of an erroneous decision-making are
given. A software implementation of the simulation algorithm in the Visual Basic for Applications environment has been created,
which made it possible to plot the dependence of reliability indicators on coding parameters.

Results. A schematic model of a computing system has been developed. It allows study various combinations of faults in the
functioning of elements and errors in their operations. An algorithm for simulating all kinds of malfunctions and errors in the
functioning of elements of computing systems when they perform basic operations is implemented in software. The qualitative
dependences of the probabilistic characteristics of reliability on the coding parameters are determined. Based on the analysis of the
characteristics obtained, conclusions are drawn and practical recommendations are given on the use of modular coding in the
elements of computing systems in order to achieve the specified reliability indicators.

Conclusions. To improve the reliability of the functioning of the elements of computing systems, it is effective to use built-in
control schemes using modular coding. Taking into account the recommendations for choosing the parameters of the codes will
ensure the required reliability with minimal redundancy of circuits and the computational complexity of the calculation algorithms.

KEYWORDS: computing system, element, reliability, diagnostics, modular coding, module, deduction, reliability indicators,
error detection probability, simulation, circuit, built-in control.

ABBREVIATIONS

AES is an Advanced Encryption Standard;

ASIC is an Application Specific Integrated Circuits;

CAS is a Chemical Abstracts Service;

CS is a Computing System;

ECS is an Element of Computing System;

FPGA is a Field-Programmable Gate Array;

IDEA is an International Data Encryption Algorithm;

RCS is a Residual Class System;

RSA is a public key cryptographic algorithm (authors
are Rivest, Shamir, Adleman);

SoC is a System on Crystal.

NOMENCLATURE
A is a first operand;
B is a second operand;
C is a result of operation;
fis a total function;
i is an index of information module;
j is an index of control module;
k is a number of control modules;
k; is a modulo;
m is a number of information modules;
n 1s a total number of modules;

N is a amount of non-found errors;

P is a probability of error detection;

Pc is a working range;

P,is an error probability;

P(P,/P; is a conditional probability of missing an

error;

p is a probability of error at one digit;

pc is a module for modulo calculation;

p; is a value of control module with index j;

Dpk; is a control module with index j;

pm; is a information module with index [;

;1. 18 a remainder (modulo) after dividing the number

A by the module p;

rp is a remainder (modulo) after dividing the number B

by the module p;

r. is a remainder (modulo) after dividing the number C

by the module p;

r'. is a result of control by the module p;
R is a redundancy rate;

R, is a first redundancy rate;

Ry is a second redundancy rate.
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INTRODUCTION

CS play an important role in solving specialized
problems in many areas of industry and economy of the
modern world. Most of the quality indicators of the
processes they serve depend on the reliability of their
work.

Reliability is determined by the following main
components: failure-free operation, maintainability,
durability and storability [1]. One of the main ways to
ensure reliability is the use of built-in control schemes
using modular coding [2].

Modular (arithmetic) codes detect and correct errors
arising from the action of noise during the storage and
processing of information in the elements of computing
systems, as well as during the transfer of data between
them. The main problem here is the economical use of
redundancy to achieve the required reliability (noise
immunity) of data transmission over a noisy channel or
when they are stored on some medium. Knowledge of the
theory and practice of coding is necessary for developers
of both hardware and software of modern computing
systems [3].

In the process of calculations, there is a constant
transfer and transformation of information in the memory
of computing devices. Thus, when designing an ECS, it is
necessary to provide for both error detection and
correction measures. This function is assigned to the
control system. Control system — a set of hardware and
software methods and tools that ensure the determination
of the correct operation of the device as a whole or its
individual units, as well as automatic correction of
detected errors. There are the following types of
computational errors arising [4]:

— due to errors in the initial data;

— due to methodological errors;

— due to malfunctions in the operation of devices.

Therefore, important and urgent tasks are a reasonable
choice of parameters and an effective hardware and
software implementation of modular coding methods in
ECS.

The object of study is modular coding methodology
in ECS control schemes.

The subject of the study is development of methods
for assessing the probabilistic characteristics of modular
codes and recommendations for their implementation in
the selected hardware-software basis.

The purpose of the work is increasing the reliability
of computing systems elements with using a modular
coding in the built-in control circuits.

1 PROBLEM STATEMENT

The basis of CS is computers (information
converters). Let us single out two directions of ensuring
reliability — improving reliability during their operation
and increasing the reliability of information transfer
between them [5].

The first direction is the choice of effective circuit
solutions, materials, production technologies, etc. But this
does not always help, therefore, when using them in
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critical infrastructure facilities (aviation, space, security,
energy, etc.), it is necessary to provide additional control
of the correct functioning. An effective solution is to
control the execution of operations (modulo a prime
number or their product — modular coding). This is
especially true for the implementation of your own basic
elements (with your own production of integrated circuits
of various degrees of integration) and in programmable
logic devices in a configurable hardware-software basis
(FPGA, ASIC, SoC, etc.) [6].

The second direction is redundant coding. Advantages
of modular codes: simple and, as a consequence, less
resource-intensive (the number of operations, the length
of the operands, etc.) encoding and decoding algorithms.
This is especially true when implementing ESCs under
resource constraints such as fieldbus programmable logic
controllers. Also, when the transmission medium is noisy,
it is usually required to use complex methods of error-
correcting coding (Reed-Solomon codes, convolutional
codes, turbo codes and their cascading), which have such
complex decoding algorithms that it is difficult and
sometimes unrealistic to implement them in ECS [7].

Mathematical formulation of the problem: the length
of the informational part of the message m is known. It is
necessary to determine the dependence of the
probabilistic indicator of reliability on the number and
values of control modules:

P=f(k,p)).j€ll:k]. (D

Also, an important characteristic for choosing the
parameters of the modular code is the dependence of the
probabilistic indicator of reliability on redundancy:

P=f(R). 2

The task is to select the number and values of modules
for better reliability (with a fixed redundancy) and less
redundancy (with a fixed value of the reliability
indicator).

2 REVIEW OF THE LITERATURE

The basis of modular coding is number theory
(Fermat, Bernoulli, Leibniz, Euler, Gauss) [8]. It is based
on the comparison of two integers modulo a natural
number — a mathematical operation that allows you to
answer the question of whether two selected integers,
when divided by one number, give the same remainders.
Arithmetic operations with the remainder of numbers in a
fixed modulus form modular arithmetic or modular
arithmetic, which is widely used in mathematics,
computer science, and cryptography [9].

Work on the use of redundant coding to improve the
reliability of computing devices began in the middle of
the 20th century. The introduction of redundancy at the
hardware and / or software levels has been recognized as
the main way to build reliable computing systems [10]. In
particular, modular coding is used in many built-in
control schemes in the structure of computing devices

[11].
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Redundant coding is used at all levels of interaction
between elements of computing systems. Depending on
this, different coding methods are used — both relatively
simple (parity check [6], codes for some combinations
[12], modular codes [13]), and more complex (binary
cyclic codes [14], nonbinary Reed codes -Solomon [15],
non-block convolutional codes [16], soft decision codes
[17], packet error correction codes [18], etc.). The
redundancy and computational complexity of the coding
and decoding algorithms are determined based on the
requirements for the reliability of the functioning of a
particular computing system or its device [19-21].

To determine errors when entering an international
bank account number, a comparison modulo 97 is used.
This allows you to detect arithmetic errors of a
sufficiently high frequency.

In cryptography, comparisons can be found in public-
key systems using, for example, the RSA algorithm or the
Diffie-Hellman protocol. Also, modular arithmetic
provides finite fields, over which elliptic curves are then
drawn, and is used in various symmetric key protocols
(AES, IDEA).

In chemistry, the last digit in the CAS serial number is
the checksum value, which is calculated by adding the last
digit of the number multiplied by 1, the second digit from
the right multiplied by 2, the third digit multiplied by
three, and so on up to the first digit from the left, ending
with the remainder of division by 10.

It should be noted that the literature does not describe
ways of justifying the choice of a module when
controlling logical operations (usually 3 is used in
practice, but it is possible that other modules or a
composite module are more efficient) [18]. There are no
publications on the assessment of probabilistic indicators
of reliability when deciding on the frequency and place of
arithmetic errors when controlling operations in
computing devices.

Also, the results of studies of the application of
modular coding to ensure reliability in data transmission,
to compare efficiency with other error-correcting codes

are not presented. This explains the relevance of this
work.

3 MATERIALS AND METHODS

Consider arithmetic codes using numerical control
modulo a prime number, which is widely used in
computing systems to control all basic arithmetic and
logical operations [3]. These include addition, subtraction,
multiplication, logical addition (disjunction), logical
multiplication (conjunction), negation of equivalence
(addition mod 2), inversion, shift operations of various
kinds (arithmetic and logical left-right shift, cyclic shift).
A generalized block diagram that implements numerical
control in modulus is shown in Fig. 1.

The essence of control is as follows. Let us denote the
main controlled operation on operands 4 and B by *, and
the residues of operands 4 and B by r, and 7, respectively:
A =r, (mod pc); B=r, (mod pc).

The process of forming a deduction (remainder) is
called the convolution of a number. In parallel with the
main operation * on operands 4 and B a certain operation
is performed in the controlling device # on the operands 7,
and r;. Then the result of the operation C is collapsing,
and value r. is compares with result . received in the
control device. The equality of r. and r'. indicates the
correct performance of the operation.

Taking into account that the bit depth of the deduction
is much less than the dimension of the operand, it can be
expected that the total complexity of the controlling
device and convolution devices will be less than the
complexity of the device duplicating the main (controlled)
device.

The objects of control are devices that implement the
above operations: adders, counters, shifters, arithmetic
devices, etc.

Let us give a number of mathematical operations on
residues in the numerical method of controlling the basic
operations for converting information in computing
devices.

This type of control is based on the use of identities
known from the theory of numbers for the comparability

» C
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Figure 1 — Element structure of the developed test diagnostics system
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of the sum (product) of numbers with the sum (product)
of the remainders of the same numbers by some modulus:

i 4; = ira; (mod pc); 3)
i=1 i=1
ﬁ 4; = ﬁrai (mod pc). 4)
i=l1 i=1

There are some formulas for control the basic
arithmetical and logical operations of operands 4 and B
and the result C:

addition: 7', = (r,+r,) mod pc; (5)
multiplication: ', = (r,7,) mod pc; (6)
disjunction: »', = (r,+ r,— 14 & )) mod pc; (7
conjunction: »'. = (r,+ r,— 4+ 5) mod pc. ®)

A more difficult and more accurate control method is
the error detection method that works with numbers in
RSC. Let us define a series of positive coprime numbers
P1> D2s---» Pn, Which we call the bases of the number
system in the residual classes. Let p; < p, < ... <p,. To
represent the number A4 in the selected RCS we find the
set of the smallest residuals »; (i = 1, 2, ..., n) for 4 = r;
(mod p;).

Thus, each number will be uniquely represented by its
own set of residuals: 4 = (r, ry,..., 7,1, ;). The range of
positive integers at RCS is limited to:

Pc=pip,... p. ©)

The range of numbers [0, Pc—1] will be called
“working”. All operands and results within this range will
be called «correct» and outside of it will be called
“incorrect”.

For the code provided in RCS to be able to detect and
correct arithmetic errors, redundancy must be introduced.
The main method for constructing redundant RCSs is to
expand the original system by adding modules p,+1, P2,
.. » Pm+ that pairwise simple with each other and with the
modules of the original system. Thus, in the
representation of a number in RCS, one can distinguish m
information modules u k& redundant modules, tolat n
modules. This means that a number in RCS can be
represented through the totality of residues (modulus) for
all declared modules:

A= {I"ml, Vs «oo Viniy + -

Vil Vi <o vs Vijy oevs rkk};

ie[l;ml;jell; k]

Redundancy can be estimated as the ratio of the

number of redundant modules to the total number of

modules (R;) or through the bit representation of the
lengths of the corresponding parts of the code (Ry):

A rnl)n’

(10)

)
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k
Z [log, & 1
Ry = =

m

. .
> [log, m,]+ > [log, k,]
i=1 Jj=1

An analytical model [3] was used to determine the
reliability characteristics, a schematic model (in the
MatLab Simulink package) and a software model (in the
Visual Basic for Applications environment) were
developed.

Analytical model. We will assume that errors in each
of the digits of the number code appear independently of
each other and obey the binomial probability distribution.
Then the probability of occurrence of errors of the j-th
multiplicity in an n-bit number:

(12)

P(j,n)=P(j)=(j.)p‘f(l—p)"_j- (13)

Determine the probability of not detecting an error:

P’!f' 21—P:iP(J,n)P(P%j (14)

This formula is universal, that is, it is valid for any
control method.

Schematic model. The block diagram of the model in
Matlab Simulink [22], which implements the control of
arithmetic operations (multiplication, addition,
subtraction), is shown in Fig. 2. The values of the
operands 4 and B are entered, as well as the operating
mode of the device. The elements «Display» illustrates
the results of the operation and control the correctness of
its execution. Distortion can be set in the block to define
variants of detectable and undetectable errors.

The block diagram of the model in Matlab Simulink,
which implements the control of logical operations
(conjunction, disjunction, summation modulo two), is
shown in Fig. 3.

To study the properties of modular coding in the
system of residual classes a block diagram of the model in
MatLab Simulink was developed (Fig. 4). The main
components are implemented in the model:

— source of information;

— encoder;

— information transmission channel;

— source of interference;

—decoder;

— the recipient of the information.

In the encoder and decoder (Fig. 5), the number and
values of information and redundant modules are set, and
the conversion to RCS is also implemented. In the
communication channel model, distortions are introduced
into the transmitted message. An error detection
procedure is implemented in the decoder. It is based on
the inverse transformation of the number representation in
RCS and checking if it is within the working range.

The constructed models make it possible to carry out
experiments on introducing arbitrary distortions and
analyzing the detecting ability of a code with given
characteristics.
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Programming model. To

study the dependences of

reliability indicators on code parameters, a program
model was developed in the Visual Basic for Applications

language for Microsoft Excel

(Fig. 6). It allows you to set

the type of the checked operation, the required parameters

of the code and to carry out
full set of faults. As a result,

simulation modeling of the
the number of detected and

undetected errors is calculated. The software simulation

algorithm is shown in Fig. 7.

The number of undetected errors N € [Npin; Nax] (div

— whole division operation):

| Ble Edt Yew Smulstion Fgrmat Jook Help
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Niin = (2" div pc); Npax = (2" div pc) + 1. (15)
The probability of undetected errors:
P=Npx /2" =" divp+1)/2". (16)

As a

dependence was

4 EXPERIMENTS
result of the study of the analytical model (14), a
built (Fig. 8). When analyzing

distortions, we assume that errors of different signs are
equally probable and in the i-th bit of the binary positional

number are equal +2".

Eile [de Yiew Simulation Fgmat Jook Help

=
¥
5

o (Ds@@ ' m@o ) sfi0 fow -JHWBES WAET®
= -
= »risec
oH =
il | :i‘ o
=
] If-'_._‘;—bw. . e E
ol = 5 —Hr e
: = —g )
= .
|
E FSarrem L]
@— % o al ]|
0 K o == |
. IE_N: . p{ﬁ‘
2
Dﬁ I“EI_. . | ==
" [—xi]
Hy o
El_.ﬂ rD{IE
»” Fuohrate
Ready 100% odeds |Ready 100% odeds
a b
Figure 5 — Encoder (a) and decoder (b) of model RCS
2101 ]| pe————————— p— T = k1]
SEX| Mk b g e fam hw G Dok g e teb R
Ba-ud 4 Ba-W s ah a0 ook dey s e Gues B
[romnacsy 2| | [roeen <] [eneen ol
Function Check() | PP ol el e =lml=
mo= 4 3] gwin [smn Bna Borgma Ocomr Cgon Quwns {row o .8 x
p=3 T e e
R=35 - 2
B =7 A [0 [ 1] E F =] j
e v P | T e
rf‘_ < Mod p 3| P2 Pl | DZ I} ] [iE] [iE]
u a -li T L 1 ] E] E 1
s =A& or " & B & "="gCs ", rc="5rc & Chrild) & Che(lld) 5| P [ Fusots 05 05 0375 | oJr% | oaairs
or ko= 1 To 2 H| Mownohie |1 I ] 1 7
Far re 1[: - llmv.ou P _7'| L L [ 025 | 021875
; oot |1 1 )
TE_ = “(:C'_ _'1'“ k= 1) &% re™ =" & re_ ';j: ey~ T T WA R
Ec_ > Then | o Hupotin 1 1 3 3
5 =5 & ": error is found" & Chr{l3) & Chr{l0) (1] ™" [Paeole | 05 | 0% | 01w [ 00% 0w
Else i | »=13 ﬁ.”‘”? n':5 gk' [N nfz’s [, 3'5'%'
5 =5 & ": error is not found" & Chril3) & Chr(l0) 4] e - = e == A
=N+ =
. i =
Nﬂ_";"‘ 1t 4 e ez (VR . : 14 — F
5 =5 & "Not found " & N & ™ errors from ™ & 2 * m e 4| b X MO O AC XA 'Ih"'a'iﬁﬁa"l
MsgBox 5 b e ]
End Function = End Function =|
Jaa ] = i ;r"
a b
Figure 6 — The main program module (a) and the example of simulation results (b)
© Freyman V. 1., 2022
DOI 10.15588/1607-3274-2022-1-15
151



e-ISSN 1607-3274 Panioenexkrponika, iHpopmaTuka, ynpasiinas. 2022. Ne |
p-ISSN 2313-688X Radio Electronics, Computer Science, Control. 2022. Ne 1

oo 0 0

1
: setm, p ; N=0 éw
0
NmaX:() NmaXZN
()
A=
r_=Kmod —
— p B:2”l
B= 1
<‘r> A=2"
0
C=A4*B N=N+1
Write info
re¢=Cmod p [ k=2" ]
End

0 O

Figure 7 — Algorithm of program simulation

P 1,0 pe

e 13

NS======

7

0,8 \ —ree 5
0,7
0,6
0,5

1 2 3 4 3 ) 7 a 9 J
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Fig. 9 shows the dependences of the error detection — from the value of the modulus p for different values
probability obtained from the results of the study of the  of the digit capacity of the checked number.
software model: Fig. 10 shows the results of circuit simulation for
— on the bit depth of the checked number for different  errors in one and two digits of the number representation
modules p; in RCS.
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Figure 10 — The simulation results of MatLab Simulink model RCS: one error (a) and two errors (b)

5 RESULTS 6 DISCUSSION

As a result of experimental studies, the dependences The developed models and the proposed experimental
of reliability indicators (probability of error detection) on  research methods make it possible to choose the required
the parameters of the selected control method were control method and code parameters in the presence of
constructed. This is done both to control the correctness  specified requirements and restrictions. This is especially
of operations by the computing device and to detect errors  important for the development of new devices in the
with redundant modular codes. modern hardware and software basis.

It is shown that the greater the value of the controlling Most of the built-in control devices use no more then
module pc, the greater the probability of detecting module 3 [6, 11, 21]. This requires a small bits amount of
arithmetic errors, i.e. reliability of ECS functioning control device (no more than 2 bits). But research results
(Fig. 8). At the same time, according to the proposed and probability dependences (Fig. 8 and Fig. 9) are shown
formulas for assessing the redundancy, it is possible to  that an increase in the module value gives a significant
select the optimal value at which the calculated detection  increase in the probability of error detection (average 1.5—
probability will not exceed the specified (permissible) 2 times: for example, for j = 5: P,- = 0.68 and
threshold value (Fig. 9). P,e=11 = 0.91). This, of course, requires an increase in the

With redundant modular coding, a direct relationship  bits amount of the control device (for example, the
was determined between the number of monitoring module pc = 11 requires 4 bits). At the same time, it is
modules and the probability of error detection (Fig. 10). It important to gradually and reasonably introduce
is shown that the detection of one arithmetic error in the - redundancy with the simultaneous fulfillment of
th bit of the number representation in RCS can lead to the  reliability requirements.
detection of up to mi bit errors. More bit errors can also Embedded control circuits require additional resources
be detected by increasing the number of detecting errors. and can themselves be a source of errors. Therefore,

maintaining a balance between reliability and redundancy
is always an urgent task in the design and implementation
of elements of modern computing systems.
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CONCLUSIONS

This article presents the results of the application of
modular coding in solving problems of increasing the
reliability of the functioning of the elements of computing
systems. An approach to the implementation of control
over the correctness of the execution of arithmetic and
logical operations in computing devices has been studied.
The application of modular coding to a data transmission
channel both inside and between computing devices is
considered. Analytical, schematic and software models of
the investigated control, coding and decoding processes
have been built.

The scientific novelty of the results is: an approach to
assessing the dependence of reliability indicators on the
control method and coding parameters is proposed. The
dependences of the probabilistic characteristics on the
coding parameters are constructed. Qualitative
conclusions are made about their direction and the results
of their influence on the main indicators of reliability.

The practical significance the results of the work
consists in recommendations on the use of the obtained
dependences and characteristics when choosing the
method and parameters of modular coding. This has the
prospect of being used both when implemented in
computing devices:

— in the hardware basis (at the level of logical

elements);
— in the software basis (microcontrollers,
microprocessors);

— in hardware and software basis (FPGA).

Prospects for further research are prospects for the
use of modular coding in information transmission
systems as an effective way to correct transmission errors.
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YK 621.391:004.052
NIJIBUINEHHA HAAIMHOCTI EJIEMEHTIB OBUHUCJIOBAJIBHUX CUCTEM 3 BUKOPUCTAHHSM
MOAYJAPHOI'O KOAYBAHHSA
®peiiman B. I. — 1g-p TexH. Hayk, npodecop kadeapu «ABTOMAaTHKa Ta TeleMmexaHikay, I[lepMChbkuil Hal[iOHATbHHUI
JOCIITHUIbKHI TOJiITeXHIYHuit yHiBepcuTeT, M. [lepm, Pocist.

AHOTAIIA

AkTyanabHicTb. OOUHCITIOBANIBHI CHCTEMH 3aIPOBAKEHO Y 0arato raiy3eil IpOMHUCIOBOCTI Ta €EKOHOMIKH Cy4acHOTO CBiTy. Bix
HaJiifHOCTI TXHBOI POOOTH 3aJIexkaTh SIKICHI IIOKa3HUKH THX CHCTEM, y SIKMX BOHHM BUKOPUCTOBYIOThCs. HaniiitHicTh 06unciroBansHOT
CHCTEMH CKIIQA€ThCA 3 HagiHHOCTI o0y noBH Ta pyHKIiOHYBaHHS ii eneMenTiB. He 3aBxxau MoxHa 3a0e3MednTH HaJIHHICTG i 9ac
IIPOEKTYBaHHS BUOOPOM SIKICHOI €1eMEeHTHOI 0a3u, CTPYKTYPHOIO HaJMIpHICTIO a00 iHIIMMH BiTOMUMH crocobamu. Tomy BakiuBi
Ta BIANOBITAIBHI €IEMEHTH OOYHCIIIOBAILBHUX CUCTEM 3aXMIIAIOTh CXeMaMH BOYJOBAaHOIO KOHTPOIIO. BOHYM J03BOJISIOTE BUSBIISTH
MOMUJIKH, sIKi BiIOyBalOThCs MiZl 4aCc BUKOHAHHS OCHOBHHX ormepaliil i3 nanumu. EdexTuBHIM crocoOoM moOyI0BH TaKUX CXEM €
3aCTOCYBaHHS Jiil HaJl 3aJMIIKaMHU BiJ PO3MOXUTY ONEepaHiB 3a BUOpaHMM MojysieM abo 3a JeKUIbKOMa MOIYJISAMH (MOZLYJspHE
koxyBaHHs). Oco0MMBO 3aBIaHHA BHOOPY HANTOUYHIIIOrO Ta HAMEHII HAUTMIIKOBOTO 3ac00y KOHTPOJIO aKTyalbHE AJIS IUPOKOTO
CIEKTPY 0a3UCHUX €JIEMEHTIB CyYaCHUX OOUYHCITIOBAIBHUX CHCTEM.

Merta po6oTu. MeToro poOOTH € MPOBENCHHS MOCTIHKEHb Ta PO3poOKa pEeKOMEHIAIIH MO0 3aCTOCYBAaHHS MOIYJISAPHOTO
KOMyBaHHS ISl MiABUIIEHHS HAAIHHOCTI (QyHKIIOHYBaHHS €IEMEHTIB CyYacHHX OOYMCIIOBAIFHUX CHCTEM Y PI3HOMY amapaTypHO-
MpoTrpaMHOMY Oa3Huci.

Metoan. Bubpano ta mpoaHamizoBaHO CIOCIO YHCIIOBOrO KOHTPOJIIO MPaBHJIBHOCTI BUKOHAHHS OCHOBHUX apU(METHYHUX Ta
JIOTIYHUX oIlepamiii obunciroBansHUMH HpucTpossMu. Ha #ioro ocHoBi Oyio moOynoBaHo Ta BepH(IiKOBaHO CXEMOTEXHIUHY MOAENb
oGuuciroBanbHOI cucteMu B cepenoBuini MatLab Simulink, mo BHKOpHCTOBYe MOXYJIsIpHE KOJYyBaHHS SIK 3aci0 3a0e3neueHHs
HaxiifHOCTI (yHKI[IOHyBaHHS eleMeHTiB. [IpoBeleHO aHami3 IMOBIPHICHHX XapaKTEPUCTHK YXBAJICHHsS pILICHHS, JAHO OLIHKH
HWMOBIPHOCTI MMOMHJIKOBOTO yXBajieHHs pitneHHs . CTBOPEHO MPOrpaMHy peai3allifo aJrOpuTMy IMITAIL[ifHOrO MOJETIOBaHHS Yy
cepenosunyi Visual Basic for Applications, sika mo3Bonuia MoOyayBaTH 3ajie)KHOCTI MOKAa3HHKIB HAMiffHOCTI BiJ mapameTpiB
KOJlyBaHHSI.

PesyabTaTn. Po3po0iieHO CXeMOTEXHIYHY MOJENb OOYHMCIIOBAIBHOI CHCTEMH, SIKa JO03BOJISE AOCIIIKYBATH Pi3HI MOETHAHHS
HEeCHpaBHOCTEH (YHKLIOHYBaHHS €JIEMEHTIB Ta NOMIJIOK Yy BHKOHAaHHI HMMH omepauiif. [IporpamHO pearni3oBaHUH alropuT™M
IMiTanifHOr0 MOZENIOBAHHS PI3HOMAHITHUX HECIIPAaBHOCTEH Ta MOMIJIOK (DYHKIIOHYBaHHS €JIEMEHTIB OOUHCIIIOBATEHIX CHCTEM IIijT
4yac BUKOHaHHS HUMH 0a3MCHUX ollepaniil. BusHaueHo sIKiCHI 3a/1e)KHOCTI HMOBIPHICHUX XapaKTEepUCTHK HAAIHOCTI BiJ mapamMeTpiB
KonyBaHHs. Ha mincraBi aHaiizy OTpMMaHUX XapaKTepHCTHK 3po0JIEHO BHCHOBKM Ta HAJAHO IPAKTHYHI peKOMeHHamii Ioao
3aCTOCYBAaHHS MOJYJISIDHOTO KOJYBAaHHS B €JIE€MEHTaxX OOYMCIIOBAIBHUX CUCTEM 3 METOI0 IOCATHEHHS HUMH 33JaHHUX HOKA3HHKIB
HaJiHHOCTI.

BucHoBku. [{ns migBuIieHHs HAAIHHOCTI (PyHKIIOHYBaHHS €EMEHTIB OOYHCIIOBAJIbHUX CHUCTEM € €(EKTUBHHM 3aCTOCYBaHHS
cxeM BOYZIOBaHOT'O KOHTPOIIO 3 BUKOPHUCTaHHSAM MOIYJISIPHOTO KomyBaHHs. OONIK peKoMEeHIalil Mmoo BHOOpY HmapaMeTpiB KOIiB
JIO3BOJINTH 3a0e3NeYnTH HEOoOXiqHy HAAINHICTH 3a MiHIMaNbHOI HAAMIPHOCTI CXeM Ta OOYMCIIOBANBHOI CKIIAJHOCTI alrOpPUTMIB
PO3paxyHKy.

KJIIOYOBI CJIOBA: o0unciroBaibHa CHCTEMa, CJIEMCHT, HAIiHHICTh, IarHOCTHKA, MOIYJISAPHE KOJYBaHHS, MOJIYJIb,
BiIpaxyBaHHs, TOKa3HUKH HaJAiHHOCTI, IMOBIPHICTH BHSIBIICHHS IOMIJIKH, MOJICIIIOBaHHS, CXeMa, BOYOBaHUH KOHTPOJIb.

YK 621.391:004.052
HNOBBIINEHUE HAJAEXKHOCTHU 3JIEMEHTOB BBIYUCJIMTEJBHBIX CUCTEM C HCITIOJIb3OBAHUEM
MOAYJSAAPHOI'O KOAUPOBAHMUS

®peiiman B. U. — n-p texn. Hayk, mpodeccop kadenpsl «ABTOMATHKAa M TeleMeXaHWKay, [lepMckuil HaIllMOHAIBHBIN
HCCIIEI0BATENIbCKUM OIUTEXHUUECKUH YHUBEpCcHTeT, T. IlepMs, Poccus.
AHHOTANUS

AKTyalIbHOCTb. BbruncnnTenbHble CHCTEMBI BHEJPEHBI BO MHOTHE OTPACIH MPOMBIIUICHHOCTH U SKOHOMHMKH COBPEMEHHOTO
mupa. OT HaAEKHOCTH HX pabOTHI 3aBHCST Ka4EeCTBEHHBIE ITOKA3aTEIH TEX CHUCTEM, B KOTOPBIX OHH HCIONB3yIoTcs. HamesxHocTh
BBIYHCIIUTENFHOM CHCTEMBI CKJIAJBIBACTCS M3 HAIEKHOCTH MOCTPOSHMS M (YHKIIMOHMPOBAHHMS ee >neMeHToB. He Bcerga MokHO
obecreunTh HaJEXHOCTh IPH NPOESKTHPOBAHUHM BBIOOPOM KadeCTBEHHOH 3JIEMEHTHOH 0a3bl, CTPYKTYPHOI M30BITOYHOCTBIO WIIH
JPYTHMH U3BECTHBIMH crioco0amu. [109ToMy BakHBIE M OTBETCTBEHHEIE JIEMEHTHI BBIYHUCIHTEIBHBIX CHCTEM 3alIMINAIOT CXEMaMHt
BCTPOCHHOTO KOHTpOJsi. OHU MO3BOJIIIOT OOHAPYXKMBATh OIIMOKH, KOTOPBIE MPOUCXOST IIPH BBHIIIOJHEHHN OCHOBHBIX ONEpAIUi C
JNaHHBIMU. D((QEKTUBHBIM CIIOCOOOM IIOCTPOSHMSI TaKUX CXEM SIBISETCS NPUMEHEHHE JCHCTBHI HajJ OCTaTKaMH OT JEJCHHUS
ONEPaHIOB MO BBIOPAHHOMY MOJIYJIO WMJIM IO HECKONBKUM MOAYJsAM (MOAylsgpHOe KoaupoBaHue). OcobeHHO 3amaua BeIOOpa
Hauboliee TOYHOTO M HAMMEHee M30BITOYHOTO CpPEICTBA KOHTPOJNIS aKTyalbHa JUI IIHPOKOTO CIIEKTpa Oa3HCHBIX 3JIEMEHTOB
COBPEMEHHBIX BBIYUCIUTEIBHBIX CHCTEM.

Heanr pa6orpl. Llenpro paGoTHl sBASETCS NPOBEACHHE HCCICAOBAaHMA M pa3paboTka pPEKOMEHAAIMA 1O NPHMEHEHHUIO
MOJIYJIIPHOTO KOAMPOBAHMUS JUIS MOBBIICHNS HAaJEXKHOCTU (DYHKIMOHUPOBAHUS 3JICMEHTOB COBPEMEHHBIX BBIUMCIUTEIBHBIX CHCTEM
B Pa3JINYHOM aImaparypHO-IIPOrpaMMHOM Oa3Hce.
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MeTtoabl. BeiOpan u mpoaHanu3upoBaH CIIOCOO YHUCIOBOTO KOHTPOJIS MPABHIBHOCTH BBINOTHEHUS! OCHOBHBIX apH()METHIECKUX
W JIOTHYECKAX OMNepaluii BBYUCIUTEIFHBIMH ycTpolicTBamMu. Ha ero ocHoBe Obla TOCTpoeHa U BepUPHIUPOBaHA
CXEMOTEXHUYECKAsi MOJICNTb BRIYUCIUTEIBHOM cHcTeMBl B cpeae MatLab Simulink, ucnone3yromeii Moay sipHOE KOAUPOBAHHE KaK
CpEeNCTBO 00ECIICUCHHS HACKHOCTH (PYHKIIMOHUPOBAHUS SJIEMEHTOB. [IpoBe/ieH aHamn3 BEPOSTHOCTHBIX XapaKTEPUCTUK MPUHATHS
pCIIICHUS, JaHbl OICHKH BEPOSTHOCTH OINMOOYHOrO NpuHITHsA penieHus. Co3naHa MpOrpaMMHAas peau3alis alropuTMa
HMHTALMOHHOTO MoienpoBanus B cpene Visual Basic for Applications, koTopasi mo3Bosiniia IIOCTPOUTH 3aBUCHMOCTH TTOKa3aTesei
HAJICKHOCTH OT apaMeTPOB KOAUPOBAHHUS.

PesyabTaTtel. Pa3paboraHa cxeMOTEXHHYECKass MOJAETb BBIUUCIUTENBHOW CHCTEMBI, KOTOpas IO3BOJIIET HCCIIEA0BATh
pa3UYHbIe COYETaHUs HEHUCIPABHOCTEH (YHKIMOHHPOBAHHS 3JIEMEHTOB M OMIMOOK B BBIIOJHCHHM UMH omnepaunuii. [Iporpammuo
peanu30BaH aNTOPUTM HMMHUTAIIOHHOTO MOJEITUPOBAHUS BCEBO3MOXKHBIX HEHUCHPABHOCTEH H OMHUOOK (YHKIHMOHHPOBAHHS
JJIECMCHTOB BBIYHCIHUTENBHBIX CHCTEM IPH BBINOJIHECHHHA UMM Oa3uCHBIX omneparmid. OnpeneneHbl KaueCTBEHHBIC 3aBHCUMOCTHU
BEPOSTHOCTHBIX XapaKTEPHCTUK HAJISKHOCTH OT ITapaMeTpOB KOAWpoBaHWs. Ha OCHOBaHMM aHaHM3a MONYYCHHBIX XapaKTECPUCTHUK
CHIeJIaHbl BBIBOJBI W JIaHbl MPAKTHYECKHUE PEKOMEHJAIMU IO MPUMEHEHHIO MOIYJSPHOTO KOJUPOBAHHS B 3JIEMEHTaX
BBIYUCIIUTEIBHBIX CUCTEM C 1IEIIBIO JOCTHIKEHUS UMY 3aJJaHHBIX MTOKa3aTeleil Hae)KHOCTH.

BoiBoabl. [[J1s1 MOBBILICHUS] HAISKHOCTH (DYHKIIMOHHUPOBAHUSI JJIEMEHTOB BBIYHCIHTEIIBHBIX CHCTEM 3()(EKTUBHO MPUMEHEHHE
CXEM BCTPOCHHOI'O KOHTPOJISI C UCIIOJIb30BAHUEM MOAYJISPHOTO KOJMPOBAaHUS. Y4eT peKOMEHIAIMH 10 BEIOOPY MapaMeTpoB KOJOB
MO3BOJIUT O0ECMEUnTh TPeOyeMyl0 HAAEKHOCTh NPH MHUHHUMAJIbHOW HW30BITOYHOCTH CXEM U BBIYHCIHTENBFHON CIOXKHOCTH
aITOPUTMOB pacueTa.

KJIIOYEBBIE CJIOBA: BblunciuTeNnbHas CUCTEMa, SIEMEHT, HaJIe)KHOCTh, TMarHOCTHKA, MOAYJISIPHOE KOJUPOBaHHUE, MOYJIb,
BBIUCT, TIOKA3aTEIH HAaJIC)KHOCTH, BEPOSITHOCTh OOHAPYKECHUS OIMUOKHU, MOJICITUPOBAHUE, CXEMa, BCTPOCHHBIN KOHTPOJIb.
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